
 

International Journal of Modern Engineering and Research Technology 

Volume 2 | Issue 4 | October 2015 
15  

AAABSTRACTBSTRACTBSTRACT   

The new era of information communication 

and technology (ICT), everyone wants to 

store/share their Data or information in 

online media, like in cloud database, mobile 

database, grid database, drives etc. What is 

needed is to find the relevant information or 

data from these large databases is a 

challenge for which we use data mining 

techniques. Privacy preservation is the major 

issue we should be very careful while sending 

data from one place to other. For securing 

that information from those kinds of 

unauthorized people we proposed and 

implement one of the technique in which we 

use mixed transformation technique (i.e. 

Translation & Scaling) for providing the 

highest privacy with taking the human 

database Division of data into the groups of 

similar objects is called Clustering. In 

proposed work, k means clustering technique 

has been used. Proposed mechanism has been 

found satisfactory and provides the highest 

privacy in clustered database environments 

which performs better than existing. 

Keywords:—  Data mining, mixed 

transformation technique, K means clustering 

technique. 

 

I. II. II. INTRODUCTIONNTRODUCTIONNTRODUCTION   

In recent years, the data mining became a 

very interesting topic for the researcher due to 

its vast use in modern technology of computer 

science but due to its vast use it faces some 

serious challenges regarding data privacy and 

data privacy became an interesting topic. Many 

methods techniques and algorithms are already 

defined and presented for privacy preserving 

data mining. These privacy preserving 

techniques can be classified mainly in two 

approaches 

1. Data modification approach 

2. Secure Multi-party Computation 

approach 

Data Mining in last few decades has 

become very useful as the database are 

increasing day by day many people now 

connected with the computers so it becomes 

necessary for computer researchers to make the 

data so fast to access, also need to find right 

data. The term Data Mining emphasize on the 

fact of extracting the knowledge from large 

amount of data, so data mining is the process 

through which we collect knowledgeable data 

from very large data. 
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Now a days the databases are very large 

which consists so much information but what 

we want to find is the relevant data from large 

database or want to find some patterns which 

becomes very difficult with normal DBMS but 

with the use of data mining techniques we can 

find the hidden patterns and information from 

large database system. So we can also term 

data mining as the knowledge mining, pattern 

extraction etc. But before applying data mining 

techniques we need to apply some processes 

which we known as preprocessing of data. 

Although data mining is one of the step 

involved in process of knowledge discovery 

but still it becomes more popular by name then 

that. 

 
Figure 1: Database Access 

2. P2. P2. PROBLEMROBLEMROBLEM   SSSTATEMENTTATEMENTTATEMENT   

Privacy preservation in data mining is an 

important concept because when the data is 

transferred or communicated between different 

parties then its compulsory to provide security 

to that data so that other parties do not know 

what data is communicated between original 

parties .Preserving in data mining means 

hiding output knowledge of data mining by 

using several methods when this output data is 

valuable and private. Mainly two techniques 

are used for this one is Input privacy in which 

data is manipulated by using different 

techniques and other one is the output privacy 

in which data is altered in order to hide the 

rules. 

3. O3. O3. OBJECTIVEBJECTIVEBJECTIVE   OFOFOF   THETHETHE   SSSTUDYTUDYTUDY   

The main objective of this thesis: 

When this stored data is transferred the 

problem of privacy is arises. The main 

objective of this thesis is to provide the highest 

privacy in order to secure our data from 

unauthorized persons. For achieving this goal 

we use mixed transformation technique and k 

means clustering technique. This approach 

transforms the original data values to privacy- 

preserved data maintaining the inter relative 

distance among the data. 

4. I4. I4. IMPLEMENTATIONMPLEMENTATIONMPLEMENTATION   

In the implementation work, we are 

taking the human database (i.e. human dataset) 

that contains five attributes age, weight, height, 

temperature and class then we apply the mixed 

transformation technique i.e. translation and 

scaling with the help of Weka tool for 

providing the highest privacy. For data analysis 

we apply the K means clustering technique. 

 
Figure 2: Flow Chart 

Privacy Preservation in Data Mining Using Mixed Transformation Technique 

Author(s):Pinkal Jain, Sandeep Nandanwar 



 

International Journal of Modern Engineering and Research Technology 

Volume 2 | Issue 4 | October 2015 
17  

Table 1. Origional Dataset (Human Dataset) 

 

Table 2 After Applying the mixed 

Transformation 

 

  
Figure 3: Shows snapshot after inserting the data set in 

weka tool 

 
Figure 4: After Applying the K means clustering  

S.No. Age(year) Weight(kg) h e i g h t

(feet) 

Tempera-

ture (ºC) 

Class 

1 2 15 2.1 37 1 

2 10 18 4.6 37.5 1 

3 20 49 4.9 38 1 

4 25 65 6.1 37.3 1 

5 12 42 4.8 37.2 1 

6 30 59 5.9 37.2 1 

7 20 49 5.7 37 1 

8 28 68 6 37.3 1 

9 32 72 5.9 37.8 1 

10 18 52 5.3 37.5 1 

S.No. Age 

(year) 

Weight

(kg) 

h e i g h t

(feet) 

T e m -

peratu

re (ºC) 

Class 

1 5.0 5.0 5.0 5.0 1 

2 25.0 9.477 67.5 31.315 1 

3 50.0 55.746 75.0 57.631 1 

4 62.49 79.626 105.0 20.789 1 

5 30.0 45.298 72.5 15.526 1 

6 75.0 70.671 100.0 15.526 1 

7 50.0 55.746 95.0 5.0 1 

8 70.0 84.104 102.50 20.789 1 

9 80.0 90.074 100.0 47.105 1 

10 45 60.223 85.0 31.315 1 
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5.5.5.CCCOMPARISONOMPARISONOMPARISON   

Comparison between the Min max 

normalization technique and proposed mixed 

transformation technique. 

Table 3. Comparison Between Database  

 

 
Figure 5: Comparison Graph 

6. C6. C6. CONCLUSIONONCLUSIONONCLUSION:::   

In proposed work we have dealt with 

mixed transformation technique (i.e. 

translation and scaling) to preserve data 

privacy. This approach transforms the original 

data values to privacy-preserved data 

maintaining the inter relative distance among 

the data. Our experiments have proven that 

performing k-means clustering on the distorted 

data produces same clustering results as 

original data. Thus we can say we have 

succeeded in achieving both accuracy and 

privacy. We have tested this technique for 

numerical data set. 
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